
CYBERCRIME CELL 

With the increasing reliance on digital platforms in the field of education, institutions are 

increasingly exposed to various cyber threats such as hacking, identity theft, cyberbullying, 

phishing, and data breaches. In response to these growing concerns, Dharmapuram 

Gnanambigai Government Arts College for Women, Mayiladuthurai, has established a 

Cybercrime Cell to ensure a secure and responsible digital environment for students and faculty. 

Purpose and Objectives 

The primary function of the Cybercrime Cell is to monitor, prevent, and respond to cyber-

related issues impacting the college community. The core objectives of the Cell include: 

• Raising awareness about cyber threats and encouraging responsible digital behavior. 

• Assisting victims of cybercrimes with guidance and support. 

• Collaborating with law enforcement agencies for necessary legal action. 

• Organizing training programs, seminars, and workshops on cyber security best practices. 

Structure and Functioning 

The Cybercrime Cell operates under the leadership of: 

• Coordinator: Dr. A. Anitha, Librarian 

• Committee Head: The Principal (Chairperson) 

• Committee Members: Three senior faculty members 

This committee works in coordination with the college administration and the local cybercrime 

police unit to address and resolve any cyber-related grievances. 

Activities and Initiatives 

1. Awareness Programmes 

Regular sessions are conducted on topics such as cyber hygiene, password protection, 

responsible social media usage, and ethical hacking. A dedicated orientation session is 

also included in the First Year Induction Programme. 

2. Help Desk Support 

The Cybercrime Cell provides a support mechanism for students experiencing cyber 

issues. Awareness messages and safety guidelines received from the Cybercrime Branch 

are shared via official WhatsApp groups for both students and staff. 



3. Anti-Cyberbullying Campaigns 

The Cell conducts educational campaigns to sensitize students about the consequences 

of online harassment and the legal measures available to address them. 

4. Incident Response and Monitoring 

The Cell is responsible for investigating any cyber threats or breaches reported within 

the institution. To date, no incidents have been reported, and the campus continues to 

maintain a safe digital environment. 

 


